DATA AND DISPLACEMENT
FIELDWORK DATA MANAGEMENT PLAN

Please follow the data security protocol agreed with your work package leader at all times. All researchers, translators and transcribers will need to sign confidentiality agreements, stating that data will be treated in accordance with UK Data Protection legislation. 

Three separate sets of data will be collected during the interviews, each of which will need to be transcribed and stored separately in order to protect the anonymity of interviewees:

1) Contact details: interviewee data (name, email and/or mobile number)
2) Personal information: organisation and position (stakeholders) / vulnerability categories such as gender, ethnicity, religion, disability, age, class, displacement history (IDPs). 
3) Interview data: responses to interview questions and any written/visual material produced during the discussion

The data under (1) will not be coded and will only be kept if the interviewee needs to be traced for health purposes and/or if they wish to be informed about research outputs. All data recorded under this category needs to indicate whether further contact from the research team is acceptable, and if so in what form (email, postal, telephone etc). Please collect this information prior to interview, wherever possible. Alternatively, upload the data securely onto your password protected laptop as soon as possible following the interview and transfer this securely to your work package leader. These contact details need to be stored separately from the interview data at all times and will be uploaded onto the secure Warwick server in a separate folder. Any hard copies must be destroyed as soon as they are stored securely in a digital format. 

Please note, that data under (2) will be collected for interviews with IDPs only (and is not relevant for interviews with stakeholders). 

The following coding system will be used for data under (2) and (3):

· Location initials, interview phase, interview type (i.e. IDP or stakeholder-SH), interview number (e.g. NIG.1.IDP.03; SS.2.SH.31).

Please ensure that you use this code when you upload your digital recordings of interview files. Any written interview notes will need to be similarly stored in a digital format and transferred securely to the transcriber as soon as possible. Again, hard copies should subsequently be destroyed. Usually, interviews will be recorded with IDPs and stakeholders on digital voice recorders, subject to full consent. As the fieldwork researcher, you will need to upload these onto a password-protected encrypted laptop as soon as possible, so that these can be transferred securely to the transcriber. Please upload these materials onto your secure laptop daily if possible, and within 48 hours so far as this is feasible based on internet cover. 

Hard copies of permissions documentation will also be held directly by the you as the fieldwork researcher (if possible, contained within a locked filing cabinet labelled as ‘confidential’). These will need to referenced using the coding system above, scanned/photographed digitally and uploaded as PDF files onto a password-protected encrypted laptop. Please do this as soon as possible and destroy all hard copies once they are securely stored in digital format. 

Any visual material should also be uploaded in a digital format at your earliest convenience. If these are linked to a specific interview, please extend the coding system to include v1, v2, v3 etc, and please add a reference in the interview transcript to locate it if the visual is not explicitly discussed by the interviewer and interviewee (e.g. NIG.1.03.V1; SS.2.31.V8). An additional file should accompany any images other than the maps provided for interviews with IDPs, to include the file name and description of what the image shows (e.g. SS.2.31.V8 - photograph of a registration point at Bentiu camp).

For your fieldwork diaries, we would appreciate if you could write these up in a word document without any personal identifiers before sending these to your work package leader within two weeks of completing the interviews. 

Transcription
Transcriptions will need to separate the data under categories (2) and (3) above using the specified coding system, in order that they can be stored separately by the work package leader as soon as they are completed. This process of pseudoanonymisation will involve the extraction of answers to question 1 in the IDP interviews into a separate file (coded as follows, NIG.1.03.Q1; SS.2.31.Q1), as well as the removal of any personal identifiers from the main transcript. Please note, that data under (2) will be collected for interviews with IDPs only (and is not relevant for interviews with stakeholders). 

Interview data should be transcribed word for word, to include notes that capture any breaks or interruptions (e.g. laughing, crying, pausing, person entering the room, etc.), and to include information about the interview situation or any relevant contextual / cultural factors, as appropriate. This reflects appreciation of the importance of emotional signals and cultural specificities within the research process, as well as of the significance of situational factors on participant responses. All interviewers will be required to input this additional information prior to completion of the transcripts, using a secure transfer process to share interview data with the transcriber. [Please use italics for these contextual/emotional dimensions of the interview and include them in brackets].

Interviewer questions/comments should also be transcribed in full, in order that the research team can reflect on how questions are phrased in the analysis of data and preparation for second phase interviews. The interviewer’s attempts to present questions in ways interviewees can understand effectively forms an important part of the research process and important material for analysis, so we want to capture as much detail of that as possible in the transcriptions.

